Federation 2.0 Working Group Meeting Notes

Fed2 WG Google folder: https://drive.google.com/drive/folders/1PImB85xOftP9tNwSsxamo7oR6mqm7Nxo?usp=sharing

Meeting https://internet2.zoom.us/j/8853848902?pwd=ZzNtZS80QUcrVkJF6V3IWTXE2VFbdz09

time: https://www.timeanddate.com/worldclock/fixedtime.html?msg=REFEDS+Federation+2.0+Conference+Call+%28every+two+weeks%29&iso=20190626T11&p1=179&ah=1

Tasks

<table>
<thead>
<tr>
<th>Who</th>
<th>What</th>
<th>When</th>
<th>Status</th>
</tr>
</thead>
</table>

Wednesday, July 21, 2021

Attending: Judith B, David W, Tom B, Alan B, Dedra C, Craig L

Regrets: Laura P, Lucy L

Agenda:

1. **Authorship details**
2. Review latest updates and changes to the [draft Fed2 report](https://drive.google.com/drive/folders/1PImB85xOftP9tNwSsxamo7oR6mqm7Nxo?usp=sharing)
3. AOB

Authorship: we will invite everyone who has participated to be authors. Judith is excerpting names from the meeting notes “attending” line algorithmically. The authors of the scenarios will be removed from the scenarios.

Members discussed a few observations Tom made during his initial editorial pass through the early part of the report. One concerning absence of “challenges” in the Exec Summary, which will be remedied before editing is complete, another concerning the next steps bullets in the Exec Summary being too abstract/high level for that purpose, to be replaced with more concrete ones taken from the bottom half of the report. Also noted a couple of potential items to add to next steps recommendations, and we discussed whether or not to leave a reference to “zero trust” in the introduction. No resolution, but agreed that if it is to remain, there needs to be a little more support for the statement that federated access is a good choice for SPs in a zero trust security environment that has external users.